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Rivalz Technologies Ltd ("we," "our," "us") is committed to protecting and respecting your
privacy. This Data Privacy Policy (the "Policy") explains how we collect, use, disclose, and
safeguard your information when you participate in our services, including the Rivalz AI Network
and Testnet (collectively, the "Services").

Information We Collect

We may collect and process the following data about you:

Personal Information

When you register for the Testnet, use our services, or otherwise interact with us, we may
collect personal information that you provide to us, such as your name, email address, and
other contact information.

Technical Information

We may collect information about the devices you use to access our services, including IP
addresses, browser types, operating systems, and device identifiers.

Usage Information

We may collect information about how you use our services, including the pages and content
you view, the dates and times of your visits, and other interactions with our services.

Blockchain Information

When you participate in any blockchain-related activity, such as connecting your wallet,
submitting transactions, or signing with your wallet, we may collect blockchain-related
information, such as your public wallet address and transaction details.

Cookies and Tracking Technologies

We use cookies and similar technologies to collect information about your usage of our services.
These technologies allow us to:

● Enhance functionality and improve user experience.
● Analyze traffic and usage patterns.
● Deliver personalized content and advertisements.



You can manage your cookie preferences through your browser settings. For more information,
please refer to our Cookie Policy.

How We Use Your Information

We use the information we collect for the following purposes:

To Provide and Maintain Our Services

We use your information to operate, maintain, and provide you with the features and
functionalities of our services.

To Improve Our Services

We analyze the usage of our services to understand and improve our offerings, enhance user
experiences, and develop new features.

To Communicate with You

We may use your contact information to send you updates, notifications, and other
communications related to our services.

For Security and Fraud Prevention

We use your information to protect our services and users from security threats, fraud, and other
illegal activities.

Legal Basis for Processing

We process your personal data under the following legal bases:

● Consent: When you have given explicit consent for specific processing activities.
● Contractual Necessity: To fulfill our obligations under a contract with you.
● Legal Obligation: To comply with legal and regulatory requirements.
● Legitimate Interests: For purposes such as improving our services or ensuring security,

provided such interests do not override your rights and freedoms.

Sharing Your Information

We will not share your information with third parties unless you explicitly consent to it, except in
the following cases:

Service Providers



We may share your information with third-party service providers who perform services on our
behalf, such as hosting, data analysis, payment processing, and customer support.

Business Transfers

In the event of a merger, acquisition, or sale of all or a portion of our assets, we may transfer
your information to the acquiring entity.

Legal Requirements

We may disclose your information if required to do so by law or in response to valid requests by
public authorities (e.g., a court or government agency).

Aggregate or De-Identified Data

We may share aggregate or de-identified information that cannot reasonably be used to identify
you.

Security of Your Information

We take reasonable measures to protect your information from unauthorized access, use, or
disclosure. These measures include:

● Encryption of sensitive data.
● Regular security audits.
● Implementation of access controls and monitoring systems.

However, no internet-based service can be completely secure, and we cannot guarantee the
absolute security of your information.

Data Retention

We will retain your personal information only for as long as is necessary for the purposes set out
in this Policy. We will retain and use your personal information to the extent necessary to:

● Comply with our legal obligations (e.g., tax or regulatory requirements).
● Resolve disputes.
● Enforce our legal agreements and policies.

International Data Transfers



Your information, including personal information, may be transferred to and maintained on
computers located outside of your state, province, country, or other governmental jurisdiction
where the data protection laws may differ from those of your jurisdiction. By using our services
and submitting your information, you consent to such transfer, storage, and processing.

Children's Privacy

Our services are not intended for use by children under the age of 18. We do not knowingly
collect personally identifiable information from children under 18. If we become aware that we
have collected personal information from a child under 18, we will take steps to delete such
information from our servers.

Your Rights

Depending on your location, you may have certain rights regarding your personal information,
including:

● Access: You have the right to request access to the personal information we hold about
you.

● Correction: You have the right to request the correction of inaccurate or incomplete
personal information.

● Deletion: You have the right to request the deletion of your personal information.
● Objection: You have the right to object to the processing of your personal information.
● Restriction: You have the right to request the restriction of the processing of your

personal information.
● Portability: You have the right to request the transfer of your personal information to

another entity.

To exercise any of these rights, please contact us at info@rivalz.

Dispute Resolution

If you believe your privacy rights have been violated, you may file a complaint with the relevant
data protection authority or contact us directly at info@rivalz. We are committed to resolving
disputes promptly and transparently.

Changes to This Policy



We may update this Policy from time to time. We will notify you of any changes by posting the
new Policy on this page and updating the "Last Revised" date. You are advised to review this
Policy periodically for any changes.

Contact Us

If you have any questions or concerns about this Policy or our data practices, please contact us
at:

Rivalz Technologies Ltd
Email: info@rivalz
Address: Skeleton Bay Lot, Fish Bay, Tortola, VG1110, British Virgin Islands

By using our services, you acknowledge that you have read and understood this Data Privacy
Policy.


